Nurturing Process – Waterfall Deliverables – Part -1/2- V2D2 August 2024 Waterfall Model Documents
Document 1- Business case document template 
➢ Why is this project initiated? 
This project is initiated to digitize the report verification process in branches. Currently, Branch staff manually check, sign and file reports physically. This leads to delays, lack of transparency, human errors, and storage issues. 
By introducing the E-Call Back application, reports can be reviewed and approved online, ensuring accuracy, audit compliance, and operational efficiency.
 
➢ What are the current problems?
· Time-consuming manual verification process. 
· Physical loss or misplacement of reports 
· Delays in communication between departments. 
· No centralized audit trail for reports checks. 
· Resource wastage in printing, filing, and maintaining records. 
· Inconsistent adherence to timelines due to manual tracking.
 ➢ With this project how many problems could be solved? 
The E-Call Back project can solve multiple issues: 
· Elimination the need for physical verification 
· Provide centralized digital access to all reports 
· Enable real-time tracking of reports status. 
· Improve accuracy and transparency 
· Enhance audit readiness
· Save time and operation costs. 
➢ What are the resources required? 
Project Manager, Business Analyst, IT Developers and Testing Team
Infrastructure: Backend server, secure storage and integration with core banking/reporting system 
Software Licenses for development and deployment tools 
Training materials and sessions for end-users 
Support and maintenance team post-GO Live 


➢ How much organizational change is required to adopt this technology? 
· Moderate change: Basic training needed for users at branches 
· Minimal infrastructure change as the solution integrates with existing systems 
· Standard guidelines need to be updated
· A short transition period during pilot and final rollout  

➢ Time frame to recover ROI? 
The ROI can be recovered with in 6 to 12 months, depending on: 
· Reduction in physical printing/stationery costs 
· Increased efficiency and time saved by branch staff 
· Reduction in compliance and audit penalties 
· Improved operational performance 

➢ How to identify Stakeholders?
Stakeholders can be identified using: 
· Stakeholder analysis matrix 
· Interviews and workshops with key departments 
· Process flow analysis to determine who is impacted 
· Key Stakeholders include: 
Branch Operation Team 
Internal Audit Team 
Compliance Department 
IT & Software Development 
Project Sponsor/Top Management 
End-users (Branch Managers and Staffs) 









Document 2: BA Strategy

BA Approach Strategy for the given scenario using the Waterfall Methodology.

1.What Elicitation Techniques to Apply: To gather detailed and structured requirements, the following elicitation techniques used 
· Document Analysis: Study existing manual report-checking processes and compliance guidelines 
· Interviews: With branch operations, audit and IT teams. 
· Workshop: Conduct requirement gathering workshops with multiple stakeholders 
· Observation: Understand how current manual report checking is handle at branches. 


2.How to do Stakeholder Analysis (RACI/ILS Matrix) 

	Task/Activity 
	Branch Ops Team
	Internal Audit 
	Compliance Dept 
	IT & Software Dev
	Project Sponsor/Mgmt 

	Requirement Gathering 
	C
	C
	C
	R
	A

	System Design & Development
	C
	I
	I
	R/A
	I

	Testing &UAT
	C 
	I
	I
	R
	A/R

	Compliance & Audit Input
	I
	R
	R
	I
	C

	Data Security Setup
	I
	C
	R
	R
	A

	Training & User Onboarding 
	R
	I
	I
	C
	A/R

	Daily Report Verification 
	R
	I
	I
	I
	A/R

	Performance Monitoring 
	R
	I
	I
	I
	A/R

	Project Approval/Funding 
	I
	I
	I
	I
	A/R

	Change Requests/Enhancements
	C
	C
	C
	R
	A



For each activity, assign 
R(Responsible): Who performs the work 
A(Accountable): Who is ultimately answerable (only one per task) 
C(Consulted): Who provides input 
I(Informed): Who is kept up-to-date 

ILS (Influence, Legitimacy, Support) Matrix to assess stakeholder impact and support level. 


3. What document to write 
· Business Requirement Document (BRD) 
· Functional Specification Document (FSD/FRD)
· Use Case Diagrams/Process Flows 
· Gap Analysis Document 
· Requirement Traceability Matrix (RTM) 
· UAT Test Cases/Scenarios 
· Change Request Log 
· Client Project Acceptance Form (Post UAT) 

4. What Process to follow to Sign off on the Documents: Sign off can be taken on BRD/FSD /SRS as these primary and important documents sign off can be taken by using E-mail confirmation from client. 
· Share the draft BRD/FSD with key stakeholders
· Conduct BRD review meetings and gather feedback 
· Incorporate necessary changes and submit final version. 
· Get formal approval via email or sing -off form 
· Ensure traceability from BRD to FSD to development to UAT




5.How to take Approvals from the Client: Review with stakeholders---Validate—Submit for approval. Keep them informed and get continuous feedback
· BRD and FSD Signoff: Required before development starts 
· UAT Signoff: Taken after successful testing 
· Final Project Acceptance Form: Signed by Project Sponsor 

6 What Communication Channels to establish n implement: 
· Regular meetings/Daily Stand -ups (Internally with IT teams) 
· Weekly status meeting (with stakeholders) 
· Status Emails (Shared every Friday to all stakeholders) 
· Use of collaboration tools: MS Teams, Outlook, Excel Tracker 





7 How to Handle Change requests Change request form, 
DO Impact analysis, Approval process, Documentation.
· Maintain Change Request Log 
· Analyse impact on scope, timeline, and cost 
· Update BRD/FSD and RTM accordingly 

8 How to update the progress of the project to the Stakeholders: 
· Weekly status Reports including: 
Completed Activities 
Pending tasks 
Risks and mitigation 
Change requests 
· Share reports through email and Teams groups 
· Monthly Review meeting /Committee meeting



9 How to take signoff on the UAT-Client Project Acceptance Form: 
1.UAT Preparation: Prepare UAT test cases and scenarios based on finalized requirements. Set up the UAT environment, sample data, and ensure users (Branch Operations, Audit team) are ready testing. 

2.Conduct UAT: Client -side users (such as Branch Ops and Audit Teams) execute the test cases to validate system functionality. Observations and issues are noted during the process. 
 3.Log & Fix Issues: Defects identified during testing are logged in a defect tracking sheet or system. Each defect is prioritized, assigned for fixing, and tracking until resolution. 
4.Final Review Meeting: Hold a final meeting with business, audit, and IT teams to demonstrate fixes, validate the working solution, and ensure no open issues remain. 
5, Obtain UAT Sign-off: Once all test cases pass and defects are resolved, collect sign-off through a formal UAT sign-off Email or Form from client Stakeholders. 
6. Obtain Final Client Acceptance: Prepare the client Project Acceptance Form as the final approval document. The indicates full client satisfaction and approval to move the project to production/live use. 






Document 3- Functional Specifications

	Project Name 
	E-Call Back Application 

	Customer Name 
	ABC Bank 

	Project Version 
	1

	Project Sponsor 
	ABC Bank 

	Project Manager 
	Aman Verma 

	Project Initation date 
	05-Jul-25




Functional Requirement specifications:

	Req ID
	Req Name 
	Req Description 
	Priority 

	FR0001
	Login 
	User should be able to securely log into the E-Call back application using AD id creds
	10

	FR0002
	Report View 
	User should be able to view daily/monthly/fortnightly reports assigned to their branch 
	9

	FR0003
	Report Upload 
	User Should be able to Upload daily transaction report done by branch 
	9

	FR0004
	Remarks Entry
	User should be able to enter remarks against reports for tracking Compliance 
	9

	FR0005
	Dashboard Access 
	Regional/Admin users should have a dashboard with branch-wise Compliance summary 
	8

	FR0006 
	Audit Trail 
	Every action taken by a user must be logged for audit purpose
	9

	FR0007
	Role-Based Access 
	Different views and access for Branch as per role checker/maker 
	10






Document 4- Requirement Traceability Matrix

	Req ID
	Req Name 
	Req Description 
	Design 
	D1
	T1
	D2 
	T2 
	UAT 

	FR001
	Login 
	User Login functionality 
	Yes 
	Pending 
	No
	Yes
	Yes
	Yes

	FR0002
	Report View 
	Report viewing functionality 
	Yes 
	Yes
	NO
	Yes
	Yes
	Yes

	FR0003
	Report Upload 
	Report upload capability 
	Yes 
	Yes
	YES
	Yes
	Yes
	Yes

	FR0004
	Remarks Entry
	Remarks entry for compliance 
	Yes 
	Pending 
	No
	Yes
	Yes
	Yes

	FR0005
	Dashboard Access 
	Dashboard for compliance summary 
	Yes 
	NO
	No
	Yes
	Yes
	Yes

	FR0006 
	Audit Trail 
	User audit trail logging 
	Yes 
	Yes
	Yes
	Yes
	Yes
	Yes

	FR0007
	Role-Based Access 
	Role-based access control 
	Yes 
	Yes
	No
	Yes
	Yes
	Yes

























Document 5- BRD Template
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1. Document Revisions
	Date 
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	01/06/2025
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3.RACI Chart for This Document: The RACI chart identifies the persons who need to be contacted whenever changes are made to this document. The codes that appear in a RACI chart, used here to describe the roles played by team members and stakeholders in the production of the BRD. They are adapted from charts used to a assign roles and responsibilities during a project.
The following describes the full list of codes used in the table: 
*Authorize document 
 R –Responsible (owns the work/task) 
A –Accountable (final decision-maker) 
S – Supports document (document support)
C—Consulted (provides input)
I---Informed (kept in the loop)

	Role 
	Name 
	Responsibility

	Project Sponsor
	Mr. Rajesh Nair
	Accountable

	Business Owner 
	Mr. Vibhu Rao 
	Accountable

	Project Manager 
	Mr. Kunal Mehra 
	Responsible

	Business Analyst
	MS. Vibha Prasad
	Responsible

	System Architect 
	Mr. Arvind Shah 
	Consulted/Support

	Development Lead 
	Mr. Sanjay Rao 
	Consulted/Support

	User Experience Lead 
	Ms Priya Jain 
	Consulted/Support

	Quality Lead 
	Ms. Sweta Agarwal 
	Informed

	Content Lead 
	Ms. Richa Verma 
	Informed

	QA/Testing Manager
	Mr. Dhruv Kohli 
	Informed/Support

	UI/UX Lead 
	Mr. Akshy Kumar 
	Informed/Support

	Java Lead Developer 
	Mr. shyam 
	Informed/Support

	IT Delivery Manager 
	Mr. Sumit 
	Consulted/Support 



4. Introduction 
4.1. Business Goals: The goal of this project is to design, develop and implement a secure digital application to replace the manual report verification processing ensuring compliance, improving operation efficacy and reducing the risk of error or fraud. 
 The goal is to eliminate physical movement of reports and enable staff to verify branch reports through a secure digital platform ---The E-CALL Back application 

4.2. Business Objectives: To provide an IT Solution for: 
· Online checking of branch-wise reports by designated users BOD/EOD reports 
· Reducing paper-based report movement and loss risks 
· Increasing compliance and timely completion of callback processes 
· Enabling secure login with ADID credentials 
· Providing role-based access(maker/checker) 
· Generating dashboards for branches/regional/admin/staff for compliance tracking 
· Maintaining audit trails of every action 
4.3. Business Rules
· Only authenticated users can access the system via ADID credentials 
· Role-based access control will apply (e.g. checker, maker & BM) 
· Reports must be updated and reviewed in a same day as per report type BOD/EOD
· Every action must be logged in the audit trail 
· Dashboard data should reflect real-time status of callbacks completion 
4.4. Background 
              Previously, report verification was handled manually by staff with physical reports generated by branch. This was time-consuming, prone to error, and delayed audit readiness. The E-Call Back application was proposed to address this inefficiency by enabling digital verification by staff, thus improving accuracy, traceability, cost effective and compliance. 

4.5. Project Objective 
To develop and implement a branch wise E-Call Back application that: 
· Enables seamless online report verification 
· Eliminates manual errors and physical handing 
· Provides real-time status of reports acknowledgement 
· Provide pending reports details 
· Improves user accountability through audit trails 
· Ensures compliance through dashboard tracking 
· Enhances user experience through an intuitive UI 


4.6. Project Scope
4.6.1. In Scope Functionality 
· Secure login using Active Directory (ADID) credentials 
· Upload and view/review daily/weekly/monthly reports 
· Role based access(maker/checker/Bm/admin)
· Remarks entry for report tracking 
· Dashboard for regional/admin users/Branch user to monitor pending reports and compliance 
· Audit trail logging for every action 
· UAT testing and validation by branches 
· Report status updates and showing pending reports for completion 
· Different colour code for reports updating/reviewed/pending/no report mark 


4.6.2. Out Scope Functionality
· Integration with third-party audit tools 
· Physical document uploads/scanning 
· Legacy system support (manual form processing) 



5.Assumptions 
· All user will have ADID credentials for authentication 
· Branch users will have required hardware (computer, internet access) 
· Staff will be trained before the rollout 
· Reports will be assigned in system as per standard compliance process 
· Management will support adoption across branches 


6. Constraints 
· Internet dependency across all branches
· Limited tech-savvy staff at some branches may delay adoption 
· UAT feedback cycle is short due to regulatory deadlines 
· Application rollout limited to Windows desktop
· Changes must be approved by compliance team before implementation 




7. Risks
	Risk 
	Type 
	Likelihood Impact 
	 
	Strategy 

	Dealy in staff adoption due to lack of training 
	Operational
	Medium 
	High 
	Mitigate: Conduct training sessions and provide manuals 

	Application downtime during month-end 
	Technical 
	High 
	High 
	Avoid: Schedule maintained during non-peak hours 

	Misuse of role-based access rights 
	Security 
	Low
	Medium 
	Mitigate: Enforce strict access control and regular audits 

	Dealy in report uploads from branches 
	Operational 
	High 
	Medium 
	Transfer: Escalate to branch manager for follow-up 

	User resistance to shift from manual to digital 
	Change Management 
	Medium 
	Medium 
	Accept: Handle gradually with awareness and incentives 



  Technological Risks 
· Potential server downtime during peak banking hours. 
· Integration issues with existing Core Banking Systems (CBS) 
· Compatibility limitations with older operating systems in branches. 
Skills Risks
· Limited technical knowledge of branch staff may delay onboarding. 
· Lack of familiarity with the E-Call Back system among senior employees 
· Dependence on IT support for basic troubleshooting 

Political Risks
· Delays in approvals from internal committees or regulatory bodies. 
· Organizational restructuring may deprioritize the project
· Union resistance to digital transformation 

Business Risks
· Non-compliance if digital verification is delayed or fails 
· Operational disruption if system fails during audits 




Requirements Risks
· Misinterpretation of mandatory Vs optional reports fields 
· Missed updating of report and marked hardcopy without Approval 
· Frequent compliance changes not captured in requirements 

Other Risks
· Cybersecurity threats like phishing or credential leaks 
· Data synchronization issues in branches 
· Resistance from staff preferring manual processes 


8. Business Process Overview
8.1. Legacy System (AS-IS) 
· Reports were printed physically by branches. 
· Manual cross-verification done using physical reports/checklist 
· Compliance team physically verify reports during Audit 
· Documentation stored in files and cabinets 
· Tracking delays while searching for reports during audit. 
· Wastage of Papers
· Mis out/Missing of reports during filing/binding. 
· 

8.2. Proposed Recommendations (TO-BE)
· Reports uploaded by branch staff on E-call back application 
· ADID-based login ensures secure access 
· Each branch uploads reports, verified by checker and add comments if required. 
· Compliance team monitors dashboard in real time 
· Role-based access ensures that only designated users perform maker/checker functions. 
· Data retrieval easy for compliance team. 






9. Business Requirements: The business requirement for the E-call Back system were gathered through interviews, documentation analysis, and workshops with keys stakeholders such as branch staff, compliance officers, and reginal heads. These requirements aim to eliminate manual report verification at branch and replace it with digital checking of reports by branch staff thru E-Call back application 


	Req ID
	Req Description 
	Priority
	Functional Area

	FR001
	User should be able to securely log into the E-Call back application using AD id creds
	High
	Authentication/Login

	FR0002
	User should be able to view daily/monthly/fortnightly reports assigned to their branch 
	High
	Report Viewing 

	FR0003
	User Should be able to Upload daily transaction report done by branch 
	High
	Report Upload

	FR0004
	User should be able to enter remarks against reports for tracking Compliance 
	Medium
	Compliance Remarks

	FR0005
	Regional/Admin users should have a dashboard with branch-wise Compliance summary 
	High
	Dashboard & Monitoring 

	FR0006 
	Every action taken by a user must be logged for audit purpose
	High
	Audit/Logging

	FR0007
	Different views and access for Branch as per role checker/maker 
	High
	Access Control/Security










10. Appendices

10.1. List of Acronyms
	Acronym 
	Full Form 

	AD
	Active Directory

	UAT
	User Acceptance Testing

	UI
	User Interface

	UX
	User Experience

	RTM
	Requirement Traceability Matrix

	BRD
	Business Requirement Document 

	MIS
	Management Information System 

	QA
	Quality Assurance




10.2. Glossary of Terms
	Term 
	Defination 

	E-Call Back 
	A digital system to verify and validate daily reports online instead of manual review 

	Role-Based Access
	Access granted to users based on their job roles (e.g. checker, maker)

	Audit Trail
	A log of user actions to ensure traceability and security compliance 

	Dashboard 
	A summary screen ensures traceability and security compliance

	Compliance
	Adherence to internal controls and regulatory standards











10.3. Related Documents
	Document 
	Description 

	Project Charter 
	High-level summary of the E-Call Back project

	Stakeholders Interview Summary 
	Notes from sessions with branch managers and IT heads 

	RTM Document 
	Tracks requirements through design, testing and UAT

	Approval Sheet 
	Contains sign-off from key stakeholders

	Workshop Notes 
	Input gathered during elicitation sessions with end users 



oleObject1.bin
Branch Staff 


Generate Report (Daily/Monthly/Fortnightly) 


Print Physical Report


Maually Checking Reports 


Sign&Stamp Report


Compliance Verifies Manually With Physical Vouches/Documents 


Store in File Room 
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